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INFORMATION ON THE PROCESSING OF PERSONAL DATA 

 
REGULATORY REFERENCES: 

Ø art. 13 of EU Regulation 2016/679 of 27/04/2016 - General Data Protection Regulation 
Ø Legislative Decree 24/2023 - Implementation of EU Directive 2019/1937 of 23 October 2019 on the protection 

of persons who report breaches of European law and on provisions for the protection of persons who report 
breaches of national law 

 
DATA CONTROLLER 
Tenute Piccini S.p.a. with registered office in Località Piazzole, 53011, Castellina in Chianti (SI), tax code and VAT no. 
00368360525, in the person of its legal representative pro tempore, PEC: tenutepiccini@legalmail.it 
 
DPO / RPD 
FIDEM S.r.l. with registered office in Via Don G.b. Tessari 14/a, 37030, Lavagno (VR), tax code and VAT no. 04438280234, 
in the person of its legal representative pro tempore, PEC: fidemsrl@pecitaly.eu, E-mail: giovanni.finetto@fidemsrl.it 
 
PURPOSE OF THE PROCESSING AND LEGAL BASIS FOR THE PROCESSING 
The personal data you provide will be processed exclusively for the following purposes: 

a) receipt, processing and management of the reports you send to the Data Controller in accordance with 
Legislative Decree 24/2023; 

b) fulfilment of the obligations provided for by Legislative Decree 24/2023, by other applicable regulatory 
provisions and by provisions issued by supervisory and control authorities and bodies. 

The processing of personal data for the aforementioned purposes does not require your express consent; the legal basis 
for the processing is in fact the obligation of the Data Controller to fulfil specific regulatory obligations (Art. 6.1.c of EU 
Regulation 679/2016). 
 
COMPULSORY OR OPTIONAL NATURE OF THE SUBMISSION OF DATA AND CONSEQUENCES OF A REFUSAL TO PROVIDE 
PERSONAL DATA 
Your report may be anonymous. In this case, however, it may not be possible for the Data Controller to further process 
the report or the related investigation.  
Otherwise, if you provide your identification and contact data in the report, these data will be processed by the Data 
Controller or persons authorised by the Data Controller for the further handling of the report and only for the purposes 
specified above. 
 
DATA PROCESSING METHODS 
Your personal data will be processed, for the above-mentioned purposes, on both paper and computer media, by means 
of electronic or automated tools, in compliance with the regulations in force in particular on confidentiality and security 
and in accordance with the principles of fairness, lawfulness and transparency, in any case in accordance with Legislative 
Decree 24/2023. 
The processing is carried out by the Data Controller or by specifically appointed Data Processors and/or authorized 
persons; the list of Data Processors and/or authorized persons may be requested by you from the Data Controller. 
 
COMMUNICATION AND DISSEMINATION 
Your personal data may be communicated to the following categories of subjects, within the limits strictly relevant to 
the obligations, the tasks and the purposes set out above and in compliance with current legislation: 

1. subjects to whom such communication must be delivered in order to fulfill or to demand the fulfillment of 
specific obligations provided for by laws, regulations and/or EU legislation; 

2. persons and/or legal entities that provide services that are instrumental to the activities of the Data Controller 
for the purposes referred above (consultants, supervisory body, board of statutory auditors etc.). 

Personal data will not be disseminated. 
 
DATA RETENTION PERIOD 
Personal data will be stored for the entire duration of the handling of the report and for a maximum of 5 years from the 
closing date of the report. After this period, the data will be deleted or anonymised. 
 
DATA TRANSFER 
Personal data are stored on servers located within the European Union. In any case, it is understood that the Data 
Controller, if necessary, will have the right to move the servers or the data even outside the EU. In this case, the Data 
Controller hereby ensures that the transfer of Data outside of EU will take place in accordance with the provisions of 
applicable law. 
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RIGHTS OF DATA SUBJECT 
As data subject, you have rights set forth in art. 15 GDPR, and in particular: 

1. to obtain confirmation of the existence of personal data concerning you, even if not yet registered, and their 
communication in an intelligible form; 

2. to obtain the indication: a) of the origin of personal data; b) of the purposes and methods of the processing; c) 
the existence of an electronic decision-making process, including profiling, and of the logic applied, as well as 
of the importance and consequences envisaged for the interested party in case of processing carried out with 
the aid of electronic instruments; d) the contact details of the Controller and of the Data Processor; e) of the 
subjects or categories of subjects to whom the personal data may be communicated or who can learn about 
them as appointed representative in the territory of the State, as data processors or authorized persons; 

3. to obtain: a) updating, rectification or, when interested, integration of data; b) the cancellation, transformation 
into anonymous form or blocking of unlawful data processed, including data that retention is unnecessary for 
the purposes for which the data were collected or subsequently processed; c) the attestation that the 
operations referred to in letters a) and b) have been brought to the attention, also with regard to their content, 
of those to whom the data have been communicated, except in the case in which this fulfillment proves 
impossible or involve a use of means manifestly disproportionate to the protected right; 

4. to object, in whole or in part for legitimate reasons, to the processing of personal data concerning you, even if 
pertinent to the purpose of the collection.  

Where applicable, you are also entitled to exercise the rights referred to in Articles 16-21 GDPR (right of rectification, 
right to cancellation ("right to be forgotten"), right to limitation of processing, right to data portability, right of 
opposition), as well as the right to lodge a complaint with the Supervisory Privacy Authority 
(https://www.garanteprivacy.it/). 
To exercise the rights referred above or for questions or information regarding the processing of your data and the 
security measures adopted, you can send your request to the Data Controller. 


